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Can’t 1 CD with Actions

today?




Sure, but we think it can be

better.




4 (ish) key new capabilities
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] u
VIsuaI Ize / myoctocat Private

ssues 17 Pull requests Discussions (® Actions Projects Wiki Se(

request #547 from octocademy/add-octocats-as-code Deploy #13

Triggered via release 33m Status Total d
@ bdOugie published Universe2020 -o- f9edf33 Success 2m5
p g p deploy.yaml
rkflo S on: release
@ Minify & Bundle 12s @ Deploy to staging

[4 https://staging.myoctocat.dev

@ Generate Docs
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-2020 nternal

Protect

ull requests Actions Projects Wiki Security Insights 3 Sett

Environments / Configure Production

Environment protection rules
Environment protection rules can be used to configure manual approvals and time

Protected Environments
prevent unauthorized

Specify people or teams that may approve workflow runs when they access this envirc

deployments Add up to[S more reviewers

Search for people or teams...

pied-piper-inc/release-engineers X

[J Wait timer
Set an amount of time to wait before allowing deployments to proceed.

Save protection rules
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sec rets er-inc / universe-2020  Internal

Issues Pull requests Actions Projects Wiki Security Insights 3 Settings

Environments / Configure Production

anage access
Environment protection rules
ecurity & analysis Environment protection rules can be used to configure manual approvals and timeouts.

ebhooks ] Required reviewers
Specify people or teams that may approve workflow runs when they access this environment

otifications

) Wait timer
tegrations Set an amount of time to wait before allowing deployments to proceed.

Scope secrets to specific
Environments

utolink references

Environment secrets
Secrets are encrypted environment variables. They are accessible only by GitHub Actions in

& DEPLOY_KEY

® Add secret

© 2020 GitHub, Inc. Terms Privacy Security Status Help Contact GitHub Pricing
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Track

Pull requests Actions Projects Wiki Security nsights Settings

Deployed to production

37cba53 was deployed by £8) chrispat 9 minutes ago Active

Deployed to staging

Environments track the
history of your
deployments et

d by 8 chrispat 10 minutes ago Active

Deployed by £8) chrispat 9 minutes ago Active

9 staging at 37cb453

Deployed by €8 chrispat 10 minutes ago Active

&7 production at37cbas3

Deployed by 8 chrispat 11 minutes ago Inactive

&7 staging at 37cb453

Deployed by #8 chrispat 12 minutes ago Inactive

&7 production at37cbds53

Deployed by €8 chrispat 16 minutes ago Inactive
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£ chrispat Uy

Ax 1 contributor

Secure your workfl
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